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Abstract. “Monitoring and Governance” is the most important phase of every 

Dynamic Manufacturing Network (DMN) lifecycle and aims at managing and 

controlling in a continuous way the operations of the network, resulting either 

in “small and corrective” actions towards the network’s operation optimisation 

or to “larger and structural” changes, which are fed back to the initial phases of 

the network’s lifecycle, for reconstructing the network towards better results. 

The study at hand aims to review current approaches for controlling and moni-

toring plant operation or traditional supply chains, and to examine thereby their 

maturity and adequacy for the management and monitoring of dynamic manu-

facturing networks, leading to useful conclusions with regard to the require-

ments and challenges encountered in this particular phase of the DMN lifecycle. 
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1 Introduction 

Trying to adapt to the given and ongoing global economic crisis, the industri-

al/manufacturing sector pursues to minimize costs and, at the same time, to increase 

the effectiveness of external and internal procedures, as well as the customers’ satis-

faction through high quality products/services. The formation of Dynamic Manufac-

turing Networks (DMNs, which elsewhere and depending on the context, might also 

be referred as Virtual Enterprises) [2] is the natural evolution of typical supply chains 

that aim to respond to these challenges. DMN is a newly introduced term, coined to 

express the establishment of dynamic alliances among manufacturing companies in 

the direction of virtual enterprises for gaining mutual benefits. DMNs constitute a 

demand-driven (yet long-lasting) formation of enterprises for a certain purpose [1]. 

For this purpose, the interconnection and effective communication among the various 

systems of every participating enterprise is considered a precondition. This communi-

cation is not limited to systems serving the same goal (e.g. ERP systems), but includes 

shop floor production systems, as well as top-level management systems. The general 

rationale behind forming such networks is to reduce both costs and time to market, 
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while increasing flexibility, gaining access to new markets and resources, and utiliz-

ing collective intelligence on methodologies and procedures. The notion of a DMN 

includes the configuration of a network consisting of a large number of closely inte-

grated and interdependent projects, which are executed over a wide geographic 

spread, across different time zones, and involve large numbers of staff. As it is under-

standable, this whole process, apart from being very difficult to be performed, affects 

also a wide range of stakeholders whether they are members of the network or not. 

Although research has delivered a lot of methodologies for controlling plant opera-

tion and for monitoring production systems’ effectiveness, there are no mature meth-

odologies and tools fully appropriate for managing and monitoring DMNs. Today, 

various platforms exist (e.g. Transportation Management Systems, Material Resource 

Planning, Warehouse Management Systems), but as Westphal et al. note [3], there is a 

lack of approaches and tools specifically developed for dynamic networks that consist 

of distributed, independent, and heterogeneous members. Current approaches cannot 

deliver acceptable results without strong modifications and one has to investigate to 

what extent they can meet the different requirements set by such dynamic alliances. 

DMN Monitoring and Governance can be split in the following four sub-phases: 

 Real Time Data Collection and Network Monitoring. 

 Operational Level DMN Governance. 

 Network Performance Measurement and KPIs Monitoring. 

 Network Performance Evaluation and DMN Reformation. 

The focus of this study primarily lies on the definition of appropriate methods and 

ICT tools supporting the efficient Monitoring and Governance of Dynamic Manufac-

turing Networks. The four aforementioned sub-stages are discussed and analyzed, 

while conclusions are drawn with respect to the whole DMN process. 

2 Real Time Data Collection and Network Monitoring 

Industries and manufacturing organizations in general constantly face the challenge 

of organizing, checking and monitoring their activities. Especially nowadays, where 

saving time and reacting as fast as possible to emergencies and changes of demand 

constitute vital parameters to such kind of organizations, enterprise network monitor-

ing is becoming of outmost importance. Its main task is to support avoiding severe 

economic losses resulting from unexpected process failures by improving the net-

work’s reliability and maintainability [20]. 

Monitoring an event-driven [11] and complicated system, such as an enterprise or 

an industrial network, is based on real time collection, exchange and processing of 

information. It can be taken as granted that the processing speed, as well as the great 

volume of data, constitute barriers towards an effective and stable solution. However, 

the advances in network technology and data collection, storage and processing in the 

dispersed manufacturing approach and the flexible and powerful virtual enterprise 

approach are rapidly emerging [14]. Processes take place in several locations and new 

business opportunities can rise, both for suppliers and producers. Similar approaches 

can be met as performance measurement and performance management [25].  



In order to overcome interoperability and data exchange problems, that are highly 

possible to come up in such complex procedures, a number of standards such as Prod-

uct Data Exchange Specification (PDES), Standard for Exchange of Product (STEP) 

and Initial Graphic Exchange Specification (IGES) have been established. 

The architecture of a virtual enterprise network basically consists of three layers: 

the network/platform layer, the service layer and the application layer. At the network 

level, the architecture defines the data formats and communication protocols that 

enable clients to exchange information and services. The service layer is a middle 

layer of reusable building blocks and runtime services that facilitate the development 

and use of end-user applications. Network security is incorporated in the design. The 

application layer includes information searching, collaborative engineering such as 

co-design, co-prototyping, and electronic commerce. 

Numerous technologies and approaches have been recognized in order to support 

the aforementioned structure. Complex event processing (CEP), the agent-based mod-

els approach [15], Sequential Probability Ratio Test (SPRT) [22], artificial neural 

networks (ANNs) [21] constitute well-known and widespread alternatives. 

3 Operational Level DMN Governance 

This sub phase deals with the processing of the data retrieved during the monitor-

ing phase and the decisions that should be taken and communicated in the responsible 

network points for easing out any abnormalities identified. As such, the main tasks 

performed in this phase deal with issues resolution, communication of the necessary 

actions to the DMN network nodes and coordination of the overall network in order to 

bounce back into an effective and productive state. 

As noted by Douglas and Padula [5], “governance refers to the set of rules, re-

strictions, incentives and mechanisms applied to coordinate the participants in an 

organization”, while Theurl [24] calls it micro-governance and notes that, under 

rules, one must include procedures for cooperation, management, decision making, 

conflict resolution and ways to adapt the operation. Operational Level DMN govern-

ance implies the need of control and management actions in real time, which requires 

the appropriate mechanisms for collecting and analyzing the data from the different 

nodes in real time (or close to real time). 

According to [1], a common mistake performed is the perception that there is direct 

relation of the behavior and the management activities of virtual organizations to 

these single organizations. Sydow [23] argues that the management of an inter-

organizational network implies significant changes to the functions and management 

practices, compared with those used in hierarchical organizations and corporations. 

The possibility to optimize the coordination of the value network is better in the sin-

gle-organization environment, whereas multi-organization environments focus on 

collaboration and feasible, but not optimal, ways to coordinate the network [19]. 

Based on the same study, the possibility to effectively manage a value network is also 

dependent on the quality of the available information, and ICT is playing a very im-

portant role in this direction, trying to bring the various systems together. 



Although many propositions have been made in order to address the network com-

plexity [8], [16], probably the most important interoperability constraint faced today 

deals with the inability of systems to directly use these standards and build touch 

points for interacting directly with the other systems. This need is addressed by the 

introduction of the Enterprise Service Bus (ESB) concept, which is a software archi-

tecture model used for interconnecting different software applications in a Service 

Oriented Architecture [3]. A well-designed ESB for manufacturing applications 

would be able to bring together the PLM and ERP capabilities of systems, thus allow-

ing governing the network. Adapter modules are responsible for providing a layer of 

abstraction between the servers and the component business or manufacturing sys-

tems (nodes) in the ESB, e.g., ERP, cPLM, product data and workflow systems. To 

promote interoperability, execution in this type of architecture occurs among compo-

nent system adapters within the ESB. The component adapters facilitate point integra-

tion of component systems by adapting legacy systems and applications and other 

back-end resources such as databases, ERP, MES (Manufacturing Execution Sys-

tems), and PLM, to the ESB so that they can express data and messages in the stand-

ard internal format expected by the ESB. 

4 Network Performance Measurement and KPIs Monitoring 

This sub-phase includes measurement of the performance of the DMN by taking 

into consideration specific methodologies, directives and indicators for measuring and 

evaluating the effectiveness of the network, not only in operational but also in con-

ceptual and strategic level. The most important business processes are – in general – 

those related to Production procedures, Supply Chain operations, Human and Physical 

Resources management, Product Development, Sales and Financial Management. 

Generally, the challenge in network performance measurement is the necessity to 

transfer highly complex real-world processes to a simplifying processes model, to 

derive performance information from the model, and to transfer these results back to 

the real world [6]. The drawback of the several “traditional” approaches in perfor-

mance measurement (e.g. Benchmarking, Six Sigma, EFQM, SCOR) is their orienta-

tion to single processes or functions, focusing on few certain perspectives, so they are 

not so appropriate for evaluation in strategic level. In all the recent studies [25], [7], 

[12], [4], [10], [18] several aspects of collaboration performance and potential per-

formance indicators can be identified. Selected sets of KPIs measuring flexibility, 

reliability, and prompt-ness/speed are taken as defined in traditional approaches 

(SCOR, BSC). Westphal et al. [26] goes a step further and proposes a generic struc-

ture that organises the different aspects, while it also supports the integration of col-

laboration performance in existing performance measurement approaches. 

In any case, it is obvious that measurement and monitoring of “combined” KPIs is 

the key for evaluating a DMN’s performance and taking strategic decisions for alter-

ing the network’s structure and/or operation. Ibis Associates [9] also provide a set of 

the most commonly used KPIs in manufacturing and engineering enterprises. 



5 Network Performance Evaluation and DMN Reformation 

“Network Performance Evaluation” includes the analysis and evaluation of the lat-

ter towards deciding on whether a reconfiguration of the network is necessary in order 

to maximize the anticipated results (e.g. risk/opportunity assessment, optimization of 

the DMN organizational structure, evaluation of the DMN management approach, 

inheritance management etc.). Contrary to the “Real Time Data Collection” and the 

“Network Performance Monitoring” sub-phases, “Network Performance Evaluation” 

involves considerably the human aspect and relies to a large extent on management 

experiences previously acquired. 

The reconfiguration of the network’s organizational structure is possible and justi-

fiable as a result of the fluidity and changing nature of a DMN and should be per-

formed in the light of optimizing the network structure and enabling better accom-

plishment of its objectives. The type of the DMN organizational structure is interde-

pendent to the DMN management approach, discussed in the following paragraph, 

while it should also basically determine the framework for knowledge management. 

As already outlined, “Monitoring and Governance” is the last phase of the DMN 

lifecycle, which aims at monitoring and controlling the operation of the network in a 

continuous way, resulting either in “small and corrective” decisions towards the net-

work’s operation optimization or to “larger and structural” changes, which are fed 

back to the DMN “Network Configuration” phase. Despite the fact that the nature of a 

DMN is prone to change and evolution, such a network is practically a strategic alli-

ance among enterprises that poses a great deal of advantages for its members, so that 

it is in their best interest to maintain its operation. Yet, although less likely to occur, 

one of the possible stages in the DMN lifecycle is the DMN dissolution. 

In the unusual event of DMN dissolution, there is a need to plan the transfer of the 

knowledge collected within the DMN to its members or another entity based on de-

fined agreements. Such knowledge may include devised practices, developed products 

and processes, warranties, Intellectual Property Rights, knowledge about customers 

and markets, working and sharing principles, partners’ performances, performance 

metrics, and other information possibly important for future activities [1]. In this case 

it is necessary to process the information first to obtain an utilizable format instead of 

transferring all available raw data. As far as network performance metrics and KPIs 

are concerned, typical processing includes among others the calculation of means, 

maximum and minimum values as well as standard deviations. The number of meas-

ured values and the target values improve the picture. The DMN inheritance man-

agement is intended to support future endeavors of the DMN partners in terms of [2]: 

 improving their preparedness and thus supporting the faster creation of DMNs; 

 making DMNs more effective and reliable in terms of both time and costs and 

improving or ensuring quality; 

 decreasing DMN management efforts through increased trust and strengthened 

relationships; 

 supporting decision-making and tracking of DMN problems or deviations; 

 enabling higher chances of success in competitive bidding, because of custom-

er knowledge and closer customer relationships. 



6 The IMAGINE Project Approach 

IMAGINE
1
 is an R&D project, funded by the European Commission under the 

“Virtual Factories and Enterprises” theme of the 7
th

 Framework Programme. The 

project targets the development and delivery of a novel comprehensive methodology 

and the respective platform for effective end-to-end management of DMNs in an in-

novative plug and produce approach, and aims at supporting the emergence of a pow-

erful new production model, based on community, collaboration, self-organization 

and openness rather than on hierarchy and centralized control. 

The DMN lifecycle, as defined by IMAGINE, is structured as an iterative closed-

loop, network manager assisted methodology that enables automation of repetitive 

steps, while retaining the flexibility to allow product variants, value adding network 

re-configurations, and end-to-end processes customizations. The IMAGINE frame-

work relies on end-to-end integrated ICT solutions that effectively enable the man-

agement of networked manufacturing supply chains. The IMAGINE solution is mar-

ket-oriented with focus on value chain streamlining and support for innovative busi-

ness models. Processes are streamlined looking for the flexibility to adapt to take 

advantage of the unique capabilities inherent at each individual company, and to adapt 

easily to changing circumstances and emerging markets. 

The three major phases that constitute the IMAGINE Lifecycle are: i) Network 

Analysis and Configuration that deals with the formation of the DMN upon the re-

ceipt of a new order and the validation of its capability to carry out the necessary 

production ii) Network Design, which focuses on modelling and developing the coor-

dination plan of the various manufacturing processes, and finally iii) Network Execu-

tion Management and Monitoring. Network Execution Management and Monitoring 

aims to include process and production tracking, performance analysis (based mainly 

on carefully selected KPIs), labour management, resource availability management, 

movement, storage and tracking of materials, as well as repair adaptation and tuning – 

leading eventually to Network refinement and improvement. 

The DMN collaboration platform of IMAGINE will provide the technical back-

bone to support the proposed life cycle and integrate virtually all the aspects of the 

virtual manufacturing network and processes. 

7 Conclusions 

As presented in the document at hand, according to current approaches, three con-

sequent key phases are considered in the lifecycle of a DMN: a) Network Configura-

tion, b) Network Design, and c) Network Monitoring and Governance. The present 

study focused on the last phase which is the most crucial for the operation and the 

sustainability of the network. It can be taken for granted that, no matter how efficient 

and effective a Dynamic Manufacturing Network can be, the monitoring and govern-

ance of such a multi-disciplinary formation is a real challenge, as poor performance in 
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management and monitoring could easily cost huge amounts of money and time, 

while it could even result in the collapse of the network. 

As stated above, the last phase of the DMN lifecycle claims the responsibility for 

monitoring and governing end-to-end process performance and detecting events that 

may affect the execution of the manufacturing operations. Analyzing process efficien-

cy and effectiveness and aligning processes with enterprise goals and objectives in-

volves reacting to critical business events, correlating event data and updating the, 

during the Network Design phase defined, key performance indicators (KPIs). 

The IMAGINE Project proposes a novel, integrated solution-focused manufactur-

ing environment that involves global supply chain management, product-service link-

age and management of distributed manufacturing assets. It enables companies to 

improve visibility and optimize supply network performance by connecting key peo-

ple, processes and information across the production lifecycle into a collaborative 

manufacturing environment, while providing continual refinement and improvement 

of end-to-end processes through the constant measurement, evaluation and improve-

ment of processes and resource consumption patterns. 
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